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5.6.7
Application Function influence on traffic routing

The content of this clause applies to non-roaming and to LBO deployments i.e. to cases where the involved entities (AF, PCF, SMF, UPF) belong to the VPLMN or AF belongs to a third party with which the VPLMN has an agreement. AF influence on traffic routing does not apply in the case of Home Routed deployments. PCF shall not apply AF requests to influence traffic routing to PDU Sessions established in Home Routed mode.

An AF may send requests to influence SMF routeing decisions for traffic of PDU Session. The AF requests may influence UPF (re)selection and allow routeing user traffic to a local access to a Data Network (identified by a DNAI)

The AF may issue requests on behalf of applications not owned by the PLMN serving the UE.

If the operator does not allow an AF to access the network directly, the AF shall use the NEF to interact with the 5GC, as described in clause 6.2.10.

The AF may be in charge of the (re)selection or relocation of the applications within the local DN. Such functionality is not defined. For this purpose, the AF may request to get notified about events related with PDU Sessions.

The AF requests are sent to the PCF via N5 (in the case of requests targeting specific on-going PDU Sessions of individual UE(s), for an AF allowed to interact directly with the 5GC NFs) or via the NEF. The AF requests that target existing or future PDU Sessions of multiple UE(s) or of any UE are sent via the NEF and may target multiple PCF(s), as described in clause 6.3.7.2. The PCF(s) transform(s) the AF requests into policies that apply to PDU Sessions. When the AF has subscribed to UP path management event notifications from SMF(s) (including notifications on how to reach a GPSI over N6), such notifications are sent either directly to the AF or via an NEF (without involving the PCF). For AF interacting with PCF directly or via NEF, the AF requests may contain the information as described in the Table 5.6.7-1:

Table 5.6.7-1: Information element contained in AF request

	Information Name
	Applicable for PCF or NEF (NOTE 1)
	Applicable for NEF only
	Category

	Traffic Description
	Defines the target traffic to be influenced, represented by the combination of DNN and optionally S-NSSAI, and application identifier or traffic filtering information. 
	The target traffic can be represented by AF-Service-Identifier, instead of combination of DNN and optionally S-NSSAI. 
	Mandatory

	Potential Locations of Applications
	Indicates potential locations of applications, represented by a list of DNAI(s).
	The potential locations of applications can be represented by AF-Service-Identifier.
	Conditional

(NOTE 2)

	Target UE Identifier(s)
	Indicates the UE(s) that the request is targeting, i.e. an individual UE, a group of UE represented by Internal Group Identifier, or any UE accessing the combination of DNN, S-NSSAI and DNAI(s).
	GPSI can be applied to identify the individual UE, or External Group Identifier can be applied to identify a group of UE.
	Mandatory

	Spatial Validity Condition
	Indicates that the request applies only to the traffic of UE(s) located in the specified location, represented by areas of validity.
	The specified location can be represented by a list of geographic zone identifier(s). 
	Optional

	AF transaction identifier
	The AF transaction identifier refers to the AF request.
	N/A
	Mandatory

	Traffic Routing requirements
	N6 traffic routing information corresponding to each DNAI.
	N/A
	Optional

	Application Relocation Possibility
	Indicates whether an application can be relocated once a location of the application is selected by the 5GC.
	N/A
	Optional

	Temporal Validity Condition
	Time interval(s) or duration(s).
	N/A
	Optional

	Information on AF subscription to corresponding SMF events
	Indicates whether the AF subscribes to change of UP path of the PDU Session and the parameters of this subscription.
	N/A
	Optional

	NOTE 1:
When the AF request targets existing or future PDU Sessions of multiple UE(s) or of any UE and is sent via the NEF, as described in clause 6.3.7.2, the information is stored in the UDR by the NEF and notified to the PCF by the UDR.

NOTE 2:
The potential locations of applications and traffic routing requirements may be absent only if the request is for subscription to notifications about UP path management events only.


For each information element mentioned above in the AF request, the detailed description is as follows:

1)
Information to identify the traffic. The traffic can be identified in the AF request by

-
Either a DNN and possibly slicing information (S-NSSAI) or an AF-Service-Identifier

-
When the AF provides an AF-Service-Identifier i.e. an identifier of the service on behalf of which the AF is issuing the request, the 5G Core maps this identifier into a target DNN and slicing information (S-NSSAI)

-
When the NEF processes the AF request the AF-Service-Identifier may be used to authorize the AF request.

-
an application identifier or traffic filtering information (e.g. 5 Tuple). The application identifier refers to an application handling UP traffic and is used by the UPF to detect the traffic of the application

When the AF request is for influencing SMF routing decisions, the information is to identify the traffic to be routed.

When the AF request is for subscription to notifications about UP path management events, the information is to identify the traffic that the events relate to.

2)
Information about the N6 traffic routing requirements for traffic identified as defined in 1). This is provided per DNAI: for each DNAI, the N6 traffic routing requirements may contain up to two routing profile ID(s) and/or N6 traffic routing information. For TSN stream, the N6 traffic routing requirements indicates the port ID of ingress port or egress port on UPF.
NOTE 1:
The N6 traffic routing requirements are related to the mechanism enabling traffic steering in the local access to the DN. The routing profile IDs refer to a pre-agreed policy between the AF and the 5GC. This policy may refer to different steering policy ID(s) sent to SMF and e.g. based on time of the day etc.
NOTE 2:
The mechanisms enabling traffic steering in the local access to the DN are not defined.

3)
Potential locations of applications towards which the traffic routing should apply. The potential location of application is expressed as a list of DNAI(s). If the AF interacts with the PCF via the NEF, the NEF may map the AF-Service-Identifier information to a list of DNAI(s). The DNAI(s) may be used for UPF (re)selection.

4)
Information on the UE(s). This may correspond to:

-
Individual UEs identified using GPSI, or an IP address/Prefix or a MAC address.

-
groups of UEs identified by an External Group Identifier as defined in TS 23.682 [36] when the AF interacts via the NEF, or Internal-Group Identifier (see clause 5.9.7) when the AF interacts directly with the PCF.

-
any UE accessing the combination of DNN, S-NSSAI and DNAI(s).


When the PDU Session type is IPv4 or IPv6 or IPv4v6, and the AF provides an IP address and/or an IP Prefix, or when the PDU Session type is Ethernet and the AF provides a MAC address, this allows the PCF to identify the PDU Session for which this request applies and the AF request applies only to that specific PDU Session of the UE. In this case, additional information such as the UE identity may also be provided to help the PCF to identify the correct PDU Session.


Otherwise the request targets multiple UE(s) and shall apply to any existing or future PDU Sessions that match the parameters in the AF request.


When the AF request targets an individual UE and GPSI is provided within the AF request, the GPSI is mapped to SUPI according to the subscription information received from UDM.


When the AF request targets any UE or a group of UE, the AF request is likely to influence multiple PDU Sessions possibly served by multiple SMFs and PCFs.


When the AF request targets a group of UE it provides one or several group identifiers in its request. The group identifiers provided by the AF are mapped to Internal-Group identifiers. Members of the group have this Group Identifier in their subscription. The Internal-Group Identifier is stored in UDM, retrieved by SMF from UDM and passed by SMF to PCF at PDU Session set-up. The PCF can then map the AF requests with user subscription and determine whether an AF request targeting a Group of users applies to a PDU Session.

When the AF request is for influencing SMF routing decisions, the information is to identify UE(s) whose traffic is to be routed. If the PDU session is for TSN network, the AF receives traffic QoS rule from TSN network and decides correspond UE MAC address for PCF to identify the PDU Session according to the 5GS logical bridge ID and UE port ID (the UE MAC address corresponding 5GS logical bridge ID and UE port ID are the same as the bridge ID and ingress port ID or egress port ID in the traffic QoS rule received from TSN network).
When the AF request is for subscription to notifications about UP path management events, the information is to identify UE(s) whose traffic the events relate to.

5)
Indication of application relocation possibility. This indicates whether an application can be relocated once a location of the application is selected by the 5GC. If application relocation is not possible, the 5GC shall ensure that for the traffic related with an application, no DNAI change takes place once selected for this application.

6)
Temporal validity condition. This is provided in the form of time interval(s) or duration(s) during which the AF request is to be applied.


When the AF request is for influencing SMF routing decisions, the temporal validity condition indicates when the traffic routing is to apply.


When the AF request is for subscription to notifications about UP path management events, the temporal validity condition indicates when the notifications are to be generated.

7)
Spatial validity condition on the UE(s) location. This is provided in the form of validity area(s). If the AF interacts with the PCF via the NEF, it may provide a list of geographic zone identifier(s) and the NEF maps the information to areas of validity based on pre-configuration. The PCF in turn determines area(s) of interest based on validity area(s).


When the AF request is for influencing SMF routing decisions, the spatial validity condition indicates that the request applies only to the traffic of UE(s) located in the specified location.


When the AF request is for subscription to notifications about UP path management events, the spatial validity condition indicates that the subscription applies only to the traffic of UE(s) located in the specified location.

8)
Information on AF subscription to corresponding SMF events.

The AF may request to be subscribed to change of UP path associated with traffic identified in the bullet 1) above. The AF request contains:

-
A type of subscription (subscription for Early and/or Late notifications).


The AF subscription can be for Early notifications and/or Late notifications. In the case of a subscription for Early notifications, the SMF sends the notifications before the (new) UP path is configured. In the case of a subscription for Late notifications, the SMF sends the notification after the (new) UP path has been configured.


The AF subscription can also request to receive information associating the GPSI of the UE with the IP address(es) of the UE and/or with actual N6 traffic routing to be used to reach the UE on the PDU Session; in this case the corresponding information is sent by the SMF regardless of whether a DNAI applies to the PDU Session.  
9)
An AF transaction identifier referring to the AF request. This allows the AF to update or remove the AF request and to identify corresponding UP path management event notifications. The AF transaction identifier is generated by the AF.


When the AF interacts with the PCF via the NEF, the NEF maps the AF transaction identifier to an AF transaction internal identifier, which is generated by the NEF and used within the 5GC to identify the information associated to the AF request. The NEF maintains the mapping between the AF transaction identifier and the AF transaction internal identifier. The relation between the two identifiers is implementation specific.


When the AF interacts with the PCF directly, the AF transaction identifier provided by the AF is used as AF transaction internal identifier within the 5GC.

An AF may send requests to influence SMF routeing decisions, for event subscription or for both.

The AF may request to be subscribed to notifications about UP path management events, i.e. a UP path change occurs for the PDU Session. The corresponding notification about a UP path change sent by the SMF to the AF may indicate the DNAI and /or the N6 traffic routing information that has changed. It may include the AF transaction internal identifier, the type of notification (i.e. early notification or late notification), the Identity of the source and/or target DNAI, the IP address/prefix of the UE or the MAC address used by the UE, the GPSI and the N6 traffic routing information related to the 5GC UP.

NOTE 3:
The change from the UP path status where no DNAI applies to a status where a DNAI applies indicates the activation of this AF request; the change from the UP path status where a DNAI applies to a status where no DNAI applies indicates the de-activation of this AF request.


In the case of IP PDU Session Type, the IP address/prefix of the UE together with N6 traffic routing information indicates to the AF how to reach over the User Plane the UE identified by its GPSI. N6 traffic routing information indicates any tunnelling that may be used over N6. The nature of this information depends on the deployment.

NOTE 4:
N6 traffic routing information can e.g. correspond to the identifier of a VPN or to explicit tunnelling information such as a tunnelling protocol identifier together with a Tunnel identifier.

NOTE 5:
In case of Unstructured PDU Session type the nature of the N6 traffic routing information related to the 5GC UP is described in clause 5.6.10.3.


In the case of Ethernet PDU Session Type, the MAC address of the UE together with N6 traffic routing information indicates to the AF how to reach over the User Plane the UE identified by its GPSI.

In the case of the PDU session is for TSN, the 5GS logical bridge user plane information (e.g. UPF port and UE port capabilities and topologies, bridge delay of port pair, the binding relationship of 5GS logical bridge ID, UE port ID and UE MAC address of the PDU session) indicates to the AF for 5GS logical bridge management.
When notifications about UP path management events are sent to the AF via the NEF, if required, the NEF maps the UE identify information, e.g. SUPI, to the GPSI and the AF transaction internal identifier to the AF transaction identifier before sending the notifications to the AF.

The PCF authorizes the request received from the AF based on information received from the AF, operator's policy, etc. and determines for each DNAI the traffic steering policy ID(s) and/or the N6 traffic routing information to be sent to the SMF as part of the PCC rules. The traffic steering policy IDs are configured in the SMF or in the UPF . The traffic steering policy IDs are related to the mechanism enabling traffic steering to the DN.

The DNAIs are related to the information considered by the SMF for UPF selection, e.g. for diverting (locally) some traffic matching traffic filters provided by the PCF.
The PCF acknowledges a request targeting an individual PDU Session to the AF or to the NEF.

For PDU Session that corresponds to the AF request, the PCF provides the SMF with PCC rules that are generated based on the AF request and taking into account UE location presence in area of interest (i.e. Presence Reporting Area). The PCC rules may contain the information to identify the traffic,  information about the DNAI(s) towards which the traffic routing should apply and optionally, an indication of application relocation possibility. The PCC rules also contain per DNAI traffic steering policy ID(s) and/or N6 traffic routing information, if the N6 traffic routing information is explicitly provided in the AF request. The PCF may also provide in the PCC rule information to subscribe the AF (or the NEF) to SMF events (UP path changes) corresponding to the AF request in which case it provides the information on AF subscription to corresponding SMF events received in the AF request. This is done by providing policies at PDU Session set-up or by initiating a PDU Session Modification procedure. When initiating a PDU Session set-up or PDU Session Modification procedure, the PCF considers the latest known UE location to determine the PCC rules provided to the SMF. The PCF evaluates the temporal validity condition of the AF request and informs the SMF to activate or deactivate the corresponding PCC rules according to the evaluation result. When policies specific to the PDU Session and policies general to multiple PDU Sessions exist, the PCF gives precedence to the PDU Session specific policies over the general policies.

The spatial validity condition is resolved at the PCF. In order to do that, the PCF subscribes to the SMF to receive notifications about change of UE location in an area of interest (i.e. Presence Reporting Area). The subscribed area of interest may be the same as spatial validity condition, or may be a subset of the spatial validity condition (e.g. a list of TAs) based on the latest known UE location. When the SMF detects that UE entered the area of interest subscribed by the PCF, the SMF notifies the PCF and the PCF provides to the SMF the PCC rules described above by triggering a PDU Session Modification. When the SMF becomes aware that the UE left the area subscribed by the PCF, the SMF notifies the PCF and the PCF provides updated PCC rules by triggering a PDU Session Modification. SMF notifications to the PCF about UE location in or out of the subscribed area of interest are triggered by UE location change notifications received from the AMF or by UE location information received during a Service Request or Handover procedure.

When the PCC rules are activated, the SMF may, based on local policies, take the information in the PCC rules into account to:

-
(re)select UP paths (including DNAI(s)) for PDU Sessions. The SMF is responsible for handling the mapping between the UE location (TAI / Cell-Id) and DNAI(s) associated with UPF and applications and the selection of the UPF(s) that serve a PDU Session. This is described in clause 6.3.3.

-
configure traffic steering at UPF, including activating mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.6.4. This may include that the SMF is providing the UPF with packet handling instructions -i.e. PDRs and FARs) for steering traffic to the local access to the DN. The packet handling instructions are generated by the SMF using traffic steering policy IDs and/or the N6 traffic routing information in the PCC rules corresponding to the applied DNAI. In the case of UP path reselection, the SMF may configure the source UPF to forward traffic to the UL CL/BP so that the traffic is steered towards the target UPF.

-
if Information on AF subscription to corresponding SMF events has been provided in the PCC rule, inform the AF of the (re)selection of the UP path (UP path change).

* * * Third Change * * *

5.X
Support of integration with TSN

5.X.1
Support of integration with TSN: 5GS appearing as a TSN bridge

For 5GS to integrate with Time Sensitive Network, the 5GS appears to the external network as a TSN bridge. To integrate with the fully centralized model and with the centralized network / distributed user model TSN network as 802.1Qcc[x] specified, this "logical" TSN bridge as Figure 5.27-1 illustrated includes adaptation function(AF) to translate the 5GS protocols and information objects to TSN protocols and information objects and vice versa. The 5GS Bridge provides TSN ingress and egress ports via the so-called TSN Translator on the CN side within UPF towards the DN.
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Figure 5.27-1: System architecture view with 5GS appearing as TSN bridge
Besides TSN streams carrying payload data, any TSN user and network configuration information need to be provided by the 5GS Bridge via the AF. The information may include:
-
Bridge identity. Identity of a TSN bridge, and it should be unique in the TSN network.

-
Ports identities. Identities of ports in a TSN bridge, and it should be unique in a TSN bridge.

-
Bridge delay. The delay of frames as they pass through the bridge, including maximum and minimum of independent and dependent delay.

-
Sending delay. The delay for a frame transmitted from a TSN bridge port to the neighboring port on a different bridge.

-
Bridge related topology. The bridge and port identities and port capabilities of a TSN bridge and neighboring bridges.
NOTE:
The 5G system may use TSN internally, e.g. for the link layer for the N3 interface between CU and DU, but these TSN functions do not interwork with TSN nodes outside the 5G system. Such link layer use until now is typically outside the scope of 3GPP specifications.
5.X.2
5GS logical TSN bridge management
The 5GS logical TSN bridge management is for 5GS integrated with the fully centralized model and with the centralized network / distributed user model TSN network as 802.1Qcc[x] specified. 
The 5GS logical bridge user plane is composed by the UPF ports in the same DN of the same UPF and the UE ports whose corresponding services are transmitted over those UPF ports. Identities of the logical bridge and related UPF ports could be preconfigured on UPF and would be reported to AF through SMF when UPF sets up and establishes PDU session. The UE port identity should be unique in a 5GS logical bridge and it is allocated by the UPF. The UPF port and UE port related information, propagation delay and capabilities as 802.1Qcc[x] defined are reported to AF through SMF directly or via NEF. Wherein the UPF port related information could be reported to the SMF over the UPF port related UE PDU session N4 interface. And the UE port related information are reported to the SMF over NAS or over UPF using its corresponding PDU session N4 interface. The SMF could report the PDB as the bridge delay of the UE port corresponding port pair. 
For 5GS logical bridge topology discovery, the UPF and UE would report topology information as 802.1AB[y] defined with 5GS logical bridge ID and port ID to the SMF in the same way as reporting port capabilities. 

The AF gathers and maintains 5GS logical bridge related information, it acts as the control plane of the 5GS logical bridge, and registers or updates those information to TSN control plane as 802.1Qcc[x] and 802.1AB[y] defined. 
5.X.3
TSN-aware QoS profile generation
For 5GS integrated with the fully centralized model and with the centralized network / distributed user model TSN network, the AF interacting with the 5G CN performs the mapping between TSN network parameters from TSN CP and a new deterministic QoS profile for the 5GS. And the AF negotiates the traffic treatment and related QoS policies with the 5GS. Depending on the operator deployment, the AF may directly talk to the other 5GC NFs or via the NEF (in case of a third-party AF deployment). 

For QoS profile generation, the AF maintains the relationship between UE ID (e.g. MAC address of UE PDU session), 5GS logical bridge ID and UE port ID. It’s for AF to find the corresponding UE ID when receiving TSN stream rule from TSN CP. As the destination MAC address included in TSN stream rule from TSN CP is maintained by end stations or allocated by TSN CP, no information in TSN stream rule identifies the UE and PDU session. On the other hand, TSN network identifies scheduling rules with traffic classes, in order to supply different QoS in 5GS logical bridge for traffic classes in TSN, the AF could perform the mapping between 5QI and traffic class. Then the AF could determine the 5QI according to traffic class of a TSN stream.

* * * Fourth Change * * *

6.2.2
SMF

The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session Establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (including optional Authorization).

-
DHCPv4 (server and client) and DHCPv6 (server and client) functions.

-
ARP proxying as specified in IETF RFC 1027 [53] and / or IPv6 Neighbour Solicitation Proxying as specified in IETF RFC 4861 [54] functionality for the Ethernet PDUs. The SMF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-
Selection and control of UP function, including controlling the UPF to proxy ARP or IPv6 Neighbour Discovery, or to forward all ARP/IPv6 Neighbour Solicitation traffic to the SMF, for Ethernet PDU Sessions.

-
Configures traffic steering at UPF to route traffic to proper destination.

-
Termination of interfaces towards Policy control functions.

-
Lawful intercept (for SM events and interface to LI System).

-
Charging data collection and support of charging interfaces.

-
Control and coordination of charging data collection at UPF.

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session.
-
Notify AF the 5G logical bridge user plane information for TSN communication.
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU Session authorization/authentication by external DN.

NOTE:
Not all of the functionalities are required to be supported in a instance of a Network Slice.

In addition to the functionalities of the SMF described above, the SMF may include policy related functionalities as described in clause 6.2.2 in TS 23.503 [45].
6.2.3
UPF

The User plane function (UPF) includes the following functionality. Some or all of the UPF functionalities may be supported in a single instance of a UPF:

-
Anchor point for Intra-/Inter-RAT mobility (when applicable).

-
External PDU Session point of interconnect to Data Network.

-
Packet routing & forwarding (e.g. support of Uplink classifier to route traffic flows to an instance of a data network, support of Branching point to support multi-homed PDU Session).

-
Packet inspection (e.g. Application detection based on service data flow template and the optional PFDs received from the SMF in addition).

-
User Plane part of policy rule enforcement, e.g. Gating, Redirection, Traffic steering).
-
Lawful intercept (UP collection).

-
Traffic usage reporting.

-
QoS handling for user plane, e.g. UL/DL rate enforcement, Reflective QoS marking in DL.

-
Uplink Traffic verification (SDF to QoS Flow mapping).

-
Transport level packet marking in the uplink and downlink.

-
Downlink packet buffering and downlink data notification triggering.

-
Sending and forwarding of one or more "end marker" to the source NG-RAN node.

-
ARP proxying as specified in IETF RFC 1027 [53] and / or IPv6 Neighbour Solicitation Proxying as specified in IETF RFC 4861 [54] functionality for the Ethernet PDUs. The UPF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-
UE port ID allocation for TSN communication.
NOTE:
Not all of the UPF functionalities are required to be supported in an instance of user plane function of a Network Slice.
* * * End Of Changes * * *
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